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ABSTRACT 

Acoustic sensitive created by user and programmed into an Internet of Things (IoT) 

device. A set of programs along with data structures related to acoustic sensitive 

activating occurrence to the IoT device. When IoT device detects an occurrence of the 

acoustic sensitive activating occurrence, the IoT device emits acoustic sensitive related 

to activating occurrence. Users are able to customize acoustic sensitive to recognize a 

particular occurrence of signals. Acoustic sensitive can be programmed using different 

IoT devices in a various formats and transmitted to other IoT device. Acoustic sensitive 

activating occurrence can modulate an acoustic sensitive based on peripheral variable 

in various IoT devices in the cloud environments. 

Key words: Internet of Things Devices, Acoustic Sensitive, Cloud Environments. 

Cite this Article: N.Hanuman Reddy, K. L.Raghavender Reddy, T.Nirmala and 
A.Gayatri, Internet of Things (IOT) Device Enabled User Programmable Acoustic 
Sensitive Activating Occurrence In Cloud Environments, International Journal of Civil 
Engineering and Technology, 8(8), 2017, pp. 916–919. 
http://www.iaeme.com/IJCIET/issues.asp?JType=IJCIET&VType=8&IType=8 

1. INTRODUCTION 

In recent attempts, various researchers worked on securing short range devices communication 
based on capturing acoustic sensitive from smart phones. But when it comes to capturing 
acoustic sensitive in cloud where different IoT enabled devices releases sensitive information, 
attempts in this regard are very less. The further part in introduction presents the attempts made 
on IoT devices programming, activating acoustic sensitive, securing short range 
communication in smart phones by sensing acoustic responses in IoT enabled devices etc. 
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Bingsheng Zhang, Qin Zhan, Si Chen in their paper proposed priwhisper —a keyless secure 
acoustic short-range communication system for smart phones[1] which is designed to provide 
a software-based solution to secure smart phone communication without the key agreement 
phase. 

Cloud computing can merge different types of IoT devices and also supports big data IoT 
analytics [7]. As far as now, only low level programming models or languages are considered 
for IoT programming and integration of devices. More focus on High level languages yet to be 
increased to support IoT programming.  

IoT ecological system has devices as main users. Hence the crucial part of IoT is device to 
device communication where devices communicate with themselves without the involvement 
of any one. IoT devices communicate with each other involving collaboration to share or gather 
or forward [8] acoustic sensitive information which will be transformed into intelligence 
depending on IoT programming done among different devices with different network 
characteristics etc   

2. PROPOSED SYSTEM 

In the proposed system acoustic sensitive can be programmed using different IoT devices and 
in various formats. Acoustic sensitive are programmed by smart phones keypad. The smart 
phone comprises keypad and acoustic sensitive can be programmed with smart phone keypad. 
Acoustic sensitive comprises a sequence of key numbers representing different harmonious 
tone. Acoustic sensitive are programmed with a computer system.  

An IoT device can transmit acoustic sensitive to another IoT device for storing and emitting 
acoustic sensitive. The IoT device further includes an ability to transmit a user-programmed 
data structure to another IoT device, where IoT device senses a presence of acoustic sensitive 
activating occurrence, the other IoT device emits the acoustic sensitive related to activating 
occurrence. The IoT device able to receive from another IoT device acoustic sensitive, user 
programmed data structures pertaining to a particular acoustic sensitive activating occurrence 
or signals.  

 

Figure 1 IOT device enabled user programmable acoustic sensitive framework 
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Acoustic sensitive activating occurrence has the ability of modulating an acoustic sensitive 
from an peripheral variable. The peripheral variable comprises global positioning systems, 
distance information and directional information and retail information. 

 

 

 

  

 

 

  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 2 Steps for creating an acoustic sensitive 

User programming acoustic sensitive comprising steps of creating an acoustic sensitive, 
offering a IoT device capable of storing and emitting the acoustic sensitive, storing acoustic 
sensitive in the IoT device and programming in the IoT device a data structure relating to the 
acoustic sensitive with an acoustic sensitive activating occurrence. When IoT device senses an 
occurrence of the acoustic sensitive activating occurrence, the IoT device emits the acoustic 
sensitive related to activating occurrence.  

The proposed system offers a system that permits formation of exclusive acoustic sensitive 
by users, rather than limiting to one, or a few, pre-programmed acoustic sensitive in the IoT 
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device. Users can customize acoustic sensitive that are identifiable that are associated with 
activating occurrence from a particular IoT device in the cloud environment.  The transmission 
of acoustic sensitive for use with other IoT devices allows in different formats with various IoT 
devices. This feature can be used in various applications like smartphones, email, messaging 
services, scanners and other systems using acoustic sensitive applications. 

3. CONCLUSION 

The discussion in this paper is about proposing that acoustic sensitive can be programmed using 
different IoT devices and in various formats. An IoT device can transmit acoustic sensitive to 
another IoT device for storing and emitting acoustic sensitive. The transmission of acoustic 
sensitive for use with other IoT devices allows in different formats with various IoT devices 
further which can be used in various applications like smart phones, email, messaging services, 
scanners and other systems using acoustic sensitive applications. Further work is to identify 
efficient data structures for programming acoustic sensitive within different IoT devices and 
analyze how acoustic responses would be activated and captured in different IoT enabled 
devices for use in various applications like email, messaging services etc.   
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